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INTRODUCTION ROSEN

SAFETY MANAGEMENT STUDY PROCESS IN AS/NZS 2885.6  empowered by technology

Safe operation of pipelines is of paramount importance
(= energy transition / energy security).

Key component of AS/NZS 2885.6:2018 safety management i
process - Safety Management Study (‘SMS’). AustratanNow Zoaland Standord™

Pipelines—Gas and liquid petroleum

Structured process to: Part6: Pipeline safety management
» apply safety management principles;
 identify relevant and credible pipeline threats;
+ determine appropriate threat controls;

* determine and minimize residual risks. |
o am'xesma”s

Precondition: Detailed operational knowledge of the pipeline
and reliable input data from multiple sources.

© ROSEN Group Slide 4



INTRODUCTION
SAFETY MANAGEMENT STUDY PROCESS IN AS/NZS 2885.6  empowered by technology

The SMS in includes the following main steps:

Location Analysis and Classification
Threat Identification and Threat Control — Qualitative
assessment of whether

* athreat is location specific or not

* athreat is credible or not

« acredible threat is controlled or not

Failure Analysis and Risk Assessment — if a threat is
credible and not controlled then

» Identification of credible failure modes and scenarios

* Qualitative Assessment of Failure Frequency, Consequence

Severity & Risk mapping to Risk Matrix
Risk Treatment

* Risk reduction measures to control &/or reduce residual risk

© ROSEN Group

ROSEN

SECTION 3 SAFETY MANAGEMENT
PROCESS

3.1 BASIS OF SECTION
The SAFETY MANAGEMENT PROCESS consists of the following:

()
(b)
(©)
(@)
(e)

Location analysis and classification (see Section 2).
THREAT identification.

THREAT control.

Failure analysis of THREATS where failure is still possible.
Qualitative RISK ASSESSMENT and treatment of residual risk:
(i)  High or extreme risks are not acceptable.

(ii)  Intermediate risks require a formal ALARP assessment including application of
additional controls as necessary.

(iii) Low or negligible risks are deemed to be ALARP.
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2. Operator’s Challenges
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OPERATOR’S CHALLENGES ROSEN
POTENTIAL CHALLENGES IN SMS PROCESS empowered by technology

Inherent subjectivity and generality (o a certain extent):

 Sometimes threat controls are listed without
considering how applicable they are at the local level.

« Some controls are assumed to be present without ,,,,,,,,,,,,,,,,,,,
data to validate assumptions (e.g. wall thickness;
yield strength; ...). "8

« Although inspection options and data may be
available, often nominal values are used.

,,,,,,,,,,,,,

‘Broad-brush approach’:

« Has been necessary to some extent.

RISK TREATMENT

« Historically, handling various and huge data amounts : ; |
within the time-bound nature of an SMS workshop S =i OO =
setting would be impractical. =
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OPERATOR’S CHALLENGES
DATA MANAGEMENT CHALLENGES

Data = Information - Decision
Data = Basis for any integrity / risk assessment

Essential input to all related processes to generate
results (information), allowing operators to take
data-driven actions.

Challenges faced with regard to data when
performing risk assessments:

» Availability (incomplete, null or default data)

« Quality and format consistency

* Managing of huge data volumes

+ Combination of data from various sources

*  Human errors

© ROSEN Group
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OPERATOR’S CHALLENGES ROSEN
THE COMPLEX'TY OF RISK ASSESSMENT empowered by technology

Risk assessment is an essential element in the IM
process - Assessing activities to control threats
and mitigate risk in a structured method.

Combination of likelihood (‘frequency’) that a .

threat will reduce the pipeline’s integrity and lead Risk = f(PoF, Cof)
to failure, together with a measure of resulting
consequences (‘severity’).

The function looks simple, but the risk assessment
process could range in complexity.

AS/NZS 2885.6 - ‘Credible’ and ‘Not Controlled’
threats shall be investigated by risk assessment.
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3. SMS / Risk Assessment supported by a data-driven integrity management platform (case study)
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SMS / RISK ASSESSMENT SUPPORTED BY A ROSEN
DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM

1

.. ) INTEGRITY DATA
2
How can we become more efficient in the SMS?~ T T R R R e

Risk assessment should lead to a decision being
made. However, this process could be quite complex.

MANAGEMENT

é

Operators would require a tool that:

» provides a single interface for SMS participants;

* manages multiple, disconnected datasets;

« acts as decision support tools supported by ol

regulations

company-
internal |

customizable risk models and processes;

* helps pipeline operators completing a periodic processesff
operational phase SMS. g -
norms and standards %

But how could this work?

Your Your
Landscape Process
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SMS / RISK ASSESSMENT SUPPORTED BY A ROSEN
DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM

empowered by technology

Managing Data Input (AS/NZS 2885.6, sec. 5.2, J3.4, ...)
+ SMS /risk assessment require a huge variety of input parameters.

First steps: data collection, processing/transformation, integration and
alignment.

Modern day software solutions support data management process.
Best-practice:

One structured system of record as a single source of information
Avoiding data silos

Traceable, verifiable and complete data records

Threat Sources Threat Controls
1 Risk_Model 1 Risk_Model_TC
B3 imported patasetsai Datasets B3 imported batasets/at potasets
B8 6 columns ]
it i
:
Ty S
=]
i o &
I3 i)

... and many more input datasets.
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SMS / RISK ASSESSMENT SUPPORTED BY A

DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM

Location Analysis and Classification (AS/NZS 2885.6, sec. 2)
* Process-based approach implemented in modern day software solutions.
» Visualize Primary and Secondary Location Classes (including HCA) along pipeline route.

« Collate, overlay and display large quantities of pipeline data (at pipe joint level).
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SECTION 3 SAFETY MANAGEMENT
PROCESS

3.1 BASIS OF SECTION

The SAFETY MANAGEMENT PROCI onsists of the following:

(a)] Location analysis and classification (see Section 2).

The pipeline route shall be sectioned according to land use, and each section allocated
LOCATION CLASSES that reflect threats to PIPELINE SYSTEM integrity, and risks to people,
property and the environment. The primary LOCATION CLASS shall reflect the population
density. Where appropriate, one or more secondary LOCATION CLASSES reflecting special
land uses shall be allocated to locations along the route.
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SMS / RISK ASSESSMENT SUPPORTED BY A ROSEN
DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM empowered by technology

Threat Identification / Threat Control (AS/NZS 2885.6, sec. 3.2/ 3.3) SECTION 3 SRbepse ANACEMENT

PROCESS

» Threat identification shall generate sufficient information about each threat to allow e s
effective threat controls to be identified and applied.

* For each identified Threat Category - Classification of Threat Sources and
Threat Controls at each pipeline segment in accordance with AS/NZS 2885.6.

* Threat Sources and Threat Controls are matrices containing conditional statements
based in the form of questions.

The SAFETY MANAGEMENT PROCESS consists of the following:

(b)| THREAT identification.

(¢) ] THREAT control.

a wide range of THREAT categories that should be considered:
(a) External interference.

(b) Corrosion.

PLEASE SELECT ONE OF THE THREAT CATEGORIES TO VIEW ITS INPUTS
(c) Natural events.

(d) Faults in design, materials or construction.

(e) Faults in operations, maintenance and management systems.

(f)  Intentional damage.

External Corrosion External Interference
Threat Category
THREAT SOURCES [0 of 40 REDUCED VIEW] THREAT CONTROLS [0 of 66 REDUCED VIEW]
(D [No fitter configured yet ~| [Fnd- q] o fitter configured yet =] [Fne- q]
Threat Category TS ID Threat Source TS Answer Threat Category TC ID | Threat Control TC Answer

Disposition Buried i .

Disposition Above Ground .

vehicular traffic parallel or crossing the right of way (readyrail) Nene Protection of the ROW (e.g. fencing, concrete barriers, planting)  Yes - Poor Condition o unknown
Vehicular traffic parallel or crossing the right of way (road/rail) Unknown Protection of the ROW (2.q. fencing, concrete barriers, planting)  No

Vehicular traffic parallel or crossing the right of way (road/rail) Rail way ROW Patrol frequency Daily

Vehicular traffic parallel or crossing the right of way (road/rail) Yes, Road ROW Patrol frequency Not Required

External Interference E] Primary Class Location Location Class R2 External Interference El ROW Patrol frequency

ZLE TSI | Protection of the ROW (.. fencing, concrete barriers, planting) ~ Yes - Good Condition 1
EICLE I Protection of the ROW (e.g. fencing, concrete barriers, planting) ~ Not Required

Weekly Daily
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SMS / RISK ASSESSMENT SUPPORTED BY A
DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM

Failure Analysis / Frequency Classes (AS/NZS 2885.6, sec. 3.4/ 3.5.3)

* Answers to Threat Sources and Threat Controls are processed along the pipeline route to
identify if any threat category is ‘Credible/Not Credible’ and ‘Controlled/Not Controlled’.

* Failure is considered likely to occur for any threat category at any location (a particular

segment) that is classed as ‘Credible’ and ‘Not Controlled’.

* Resulting Frequency Class (FC score) is determined as per AS2885.6 definitions.

Project Parameter Irput Data  Execute FCResults FC Profile SLEGiliEe Detaled Tebular | sy pashboard
@ rofic
= ert| | >  SELECT ONE OF THE THREAT CATEGORIES TO VIEW ITS RESULTS
Input Eror Check
g
% 2,000
Risk Assessment | H
locston Arass | 0
g External Corrasion External Interference
= Threat Category
RiskAssessment |
TheatSources | S | THREAT SOURCES TABLE [0 of 9REDUCE..  DETAILED OUTPUT [0 of 3,916 REDUCED VIEW]
i [Nofiter configu.. | [Find . Q| @EB) [roriter configured yet -]
Threat Controls

Risk Assessment |
Falure Analysis

Risk Assessment |
Risk Classification

Assessment |
ﬂ{e Anaiysis|
"

Risk Assessment |
Risk Ciassification
Iwhat I

TSID | Threat Source

Disposition

Vehicular traffic parallel or crossing the r
B erirvary class Location

[ secondery class Location

Construction activities close to or in the
[ ncicents of extemal interferencein the
Invasions by the public into the ROW (vi
[ s there an identited terrorist threat in th

[ s there an identified threat of sabotage
—

THREAT CONTROLS TABLE [0 of 18 REDU...

[

ied | [Fnd.. Q]

TCID  Threat Control
] rotection of the ROW (e, fencing,

[ Fow petrol frequency

Recommendations from patrol actione

© ROSEN Group

Threat Category | Route Name | Identifier
External Interference 16LINOLD L)
External Interference 16LINOLD 1)
External Interference 16LINOLD 1)
External Interference 16LINOLD &)
External Interference 16LINOLD )
External Interference 16LINOLD [0
External Interference 16LINOLD N
External Interference 16LINOLD  E0)
External Interference 16LINOLD AT
External Interference 16LINOLD  KE)
External Interference 16LINOLD  EN)
External Interference 16LINOLD  §E1
External Interference 16LINOLD  EE)
External Interference 16LINOLD I
External Interference 16LINOLD  KE()
External Interference 16LINOLD LI
External Interference 16LINOLD  KEN)

Engineering Start Distance [m] Engineering End Distance [m]

0667
1492
2106
5518
7115
7525
8590

20777

33.005

38985

40049

40468

532

53726

65031

78,169

20392

1492
2106
5518
7115
7525
8500
20777
32.005
38.085
40,049
40468
41532
53,726
65931
78.169
90392
102133

[Find

q

FCScore Threat Credible Threat Controlled TS 1

2

S LN NN NN N NN NN S NN

FEENENNERNNERNERE AR

EROO0O0O0OO000000ROO0O

Above Ground
Above Ground
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried
Buried

Buried

Score 1

3
3
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1

T2
None
None
None
None
None
None
None
None
None
None
None
None
None
None
None
None

None

Score 2

1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1

TS 3
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2
Location Class T2

Location Class T2

ROSEN
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SECTION 3 SAFETY MANAGEMENT

PROCESS

3.1 BASIS OF SECTION

The SAFETY MANAGEMENT PROCESS consists of the following:

(d) Failure analysis of THREATS where failure is still possible.

FREQUENCY CLASSES

Frequency class Frequency description

FC 5 Frequent Expected to oceur once per year or more
Occasional May occur occasionally in the life of the
FC 4 pipeline
FC 3 Unlikely Unlikely to occur within the life of the pipeline,
but possible
FC 2 Remote Not anticipated for this pipeline at this location

Theoretically possible but would only occur
under extraordinary circumstances

Hypothetical

FC 1
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SMS / RISK ASSESSMENT SUPPORTED BY A

DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM

Severity Classes (AS/NZS 2885.6, sec. 3.5.2)

» Severity Dimensions (People, Supply and Environment) are assessed as per AS2885.6.

» Severity Class profiles provide a qualitative measure of the impact to Severity Dimensions.

Assessment Assessment Geographical | seveity Cas [REtEE
Y Project Parameter Input Data Bxecute Resufs(Max  Results (Al Vien Fitersd by | (Fitered by = Add Dashiooard ™ Eoenc
Risk) Toreais) Parameter) Farameter) el
. x| | >  SEVERITY CLASS (FILTERED BY THREAT CATEGORY PARAMETER TAB)
nput Error Check |
g SEVERITY CLASS (FILTERED BY THREAT...>
sk mtl | 2 - Severity Class -
Location Analysis [ Catastrophic
g Saverity Class - Major ¥
Risk Assessment| & Severity Class - Severe ~
=tsoucegy o . Severity Class - Minor v
Severity Class - Trivial »
e N Centerine
sk Assessment |
Failure Analysis

i Assessment |
Risk Classification

SEVERITY CLASS/DIMENSIONS - FILTERED BY THREAT CATEGORY DEFINED IN PARAMETER TAB

ROSEN

empowered by technology

SECTION 3 SAFETY MANAGEMENT
PROCESS
3.1 BASIS OF SECTION

The SAFETY MANAGEMENT PROCESS consists of the following:

d treatment of residual risk:

(e) J Qualitative RISK ASSESSMENT

(i)  High or extreme risks are not acceptable.

(ii)  Intermediate risks require a formal ALARP assessment including application of
additional controls as necessary.

(iii) Low or negligible risks are deemed to be ALARP.

TABLE 3.1
SEVERITY CLASS

Severity class

&

Risk
Risk Classification Supply o Loss or resriction of pipeline supply
3

| What

Enviromental

people Muitile ftaie resut Wil impact o beslh and ety

< Assessment |
1| re Anaiysis
it
Severity Class Tewisl
[
I
I . - -

Catastrophic Major

Severe Minor |

Measures of severity

People Multiple fatalities | One or two Injury or illness | Injuries requ
result fatalities; or several | requiring first aid
people with life- | hospital
threatening injuries | treaiment

g| Minimal impact
on health and
treatment safety

T T T T T T T T T T T T T T
200,000 300.000 400.000 500.000 6§00.000 700.000

T
1,600.000

800.000 900.000 1,000.000 1,100.000 1,200.000 1,300.000 1,400.000 1,500.000
Enginesring Start Distance [m]
SEVERITY CLASS - FILTERED BY THREAT CATEGORY DEFINED IN PARAMETER TAB [0 of 3,916]
@D [Threat cCategory = Extemal interference’ ~ Q]
Threat Category | Route Name | Identifier Engineering Start Distance [m] | Engineering End Distance [m] | Segment Length [m] | Failure Mode | Severity Dimension | Primary Location Class Secondary Location Class| SD 1 sD2
External Interference 16LINOLD  P2[) 153.530 165.767 12228 Rupture Catastrophic T2 (HCA) 1 (HCA) Multiple fatalities result No effect; or minor impact rectified rapidly (days) with 1o
External Interference 16LINOLD 280 165.767 177.948 12,181 Rupture Catastrophic T2 (HCA) 1 (HCA) Multiple fatalities result No effect; or minor impact rectified rapidly (days) with
External Interferance 16LINOLD 290 177.948 190.179 12.231 Rupture Catastrophic T2 (HCA) 1 (HCA) Multiple fatalities result No effect: or minor impact rectified rapidly (days) with
200 190,179 202352 12173 Rupture Catastrophic T2 (HCA) 1 (Hea) Multiple fatalities result No effect, or minor impact rectified rapidly (days) with
External Interference 16LINOLD 310 202.352 214.497 12.145 Rupture Catastrophic T2 (HCA) 1 (HCA) Multiple fatalities result No effect; or minor impact rectified rapidly (days) with
320 214497 226665 12168 Rupture Catastrophic T2 (HCA) 1 (Hea) Multiple fatalities result No effect or minor impact rectified rapidly (days) with
External Interference 16LINOLD 330 226.665 238913 12.248 Rupture Catastrophic T2 (HCA) 1 (HCA) Multiple fatalities result No effect; or minor impact rectified rapidly (days) with

© ROSEN Group

Supply | Widespread or Widespread sociclal | Localized
(see Note) |significant societal| impact such as loss | societal impact
impact, such as of supply to a major | or short-term
complete loss of |city for a short time | supply
supply to a major |(hours to days) or to| interruption
cily for an a localized area for | (hours)
extended time a longer lime
(more than a few

Interruption or | No loss or
restriction of
supply but
shortfall met
from other
sources

restriction of

pipeline supply

days)

Environment | Impact Major impact well | Localized Impact very
widespread; impact localized and | minor impact
viability of substantially | very short-term | rectified rapidly

rectified within af (weeks), minimal| (days) with
year or so negligible
residual effect

rectification
ifficult

or permanent

major changes
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SMS / RISK ASSESSMENT SUPPORTED BY A

DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM

Risk Ranking/Classification (AS/NZS 2885.6, sec. 3.5.4)

* Results of the Failure Analysis (Frequency Class) and Severity Dimensions Class are

combined to provide a qualitative measure of risk as per AS2885.6 matrix categorization.
» Visualization of areas of higher and lower residual risk for particular threats and clarity on

local residual risks (=outputs of SMS) on pipe joint level.

Assesment  Asemmest  Geoomphcal  SevertyCass  csemert
QFroect parameter nputData brecute Resuts (o | Resuts (31 ViewFiteeaty (Fteredny R0 ™M™ aga pasnboara ™ Band
Thrests para Parsmeter
New Mstrix
| > RISKASSESSMENT | RISK CLASSIFICATION [3.916 of 7.832]
INPUEEROECNETE o segment Length [m] Threat Category Risk Classification Severity Dimension Revised Frequency Class  Secondary Location Class Primary Location Class  Failure Mode
5 o r— Negligible Trivial Hypothetical Not Classified R1 Null
ol | S
- HL i r 3557 2883 282 3552 2867 282
g | laverace Intermediate Minor Remote s Rupture
sk Assssment| | & 11473 230 674 3634 230 685 3634
festsouwces S| miNIMUM High Major 1 (HeA) T (HC)
o
sk Assssment | C >3
Threst Contros
RISK MATRIX VIEW RISK CLASSIFICATION [0 of 3,916 REDUCED VIEW]
Catastrophic Severe Trivial
sk Assessment | 500 = : = )
e e @ oo | e @
) Engineering | Engineering End | __ Severity isk
R £ ThreatCategory  Route Name dentifier| g,y pictan | pistance (m) | F21"® M€ prequency lass | Dimension  Classifcatior
Ep— 2 .
Rse Casscation RN :ctcmal interference 16LINOLD B 65931 78169 Rupture  Remote Catastrophic H
= External Interference [16LINOLD i) 78169 20392 Hypothetical  Trivial Negligible
| reAvaisis PR el ntererence 16uNOLD R 90392 102133 Hypothetical  Trivial Negligible
I o
J3l xtemal interference | 16LINOLD ) 102133 10319 Hypothetical  Trivial Negligible
xmﬂ Sl £xtermal interference 16LNOLD  [EAT) 103196 103.609 Hypothetical  Trivial Negligible
| What Bl trmal interference 16LNOLD ) 103609 104674 Rupture Remote catastrophic [FGRINN
L o marerce [N T e N
5 . I e = B e | |
Bl e oo ) o e R
g Extenal Interference |16LINOLD |24 141308 153539 Rupture  Remote catastrophic [GRIN
2 Tt trerce RN e i N
intermediate Negligible Negligible
External Interference |16LINOLD |22 165.767 177948 Rupture  Remote catastrophic GRIN
Spool Count 230 Spool Count 674|Spool Count 2601 7
e N AL o] ool | O . .- o> Y . e B
S el nterference 16LINOLD. £ 100,179 202352 Rupture  Remote Catastrophic [GRIN
et marerce [NEI = o e
Negligible N el ntrerence NI B 214497 226665 Rupture  Remote Catastropric [GRIN
Spool Count £l il e ctcrmal interference [16LINOLD. X1 226665 238913 Ruptre  Remote Catastrophic [FGRIN
ment Lefigth  7.12% | 5
segf [ ¢ tcrnal Interference [16LINOLD. [EX1) 238913 251010 Rupture  Remote Catastropric [GRINN
. P S e I
. Extemal Interference [16LINOLD 123 263093 275339 Ruptre  Remote Catastropric [GRINN

3.00
500 Severity Dimension

© ROSEN Group

000 e PO

ROSEN

empowered by technology

SECTION 3 SAFETY MANAGEMENT

PROCESS
3.1 BASIS OF SECTION

The SAFETY MANAGEMENT PROCESS consists of the following:

(e) [ Qualitative RISK ASSESSMENT]and treatment of residual risk:

(i)  High or extreme risks are not acceptable.

(i)  Intermediate risks require a formal ALARP assessment including application of
additional controls as necessary.

(iii) Low or negligible risks are deemed to be ALARP.

TABLE 3.3
RISK MATRIX
Catastrophic Major Severe Minor Trivial

Frequent Extreme Extreme High Intermediate Low

Occasional Extreme High Intermediate Low Low
Unlikely High High Intermediate Low Negligible
Remote High Intermediate Low Negligible Negligible

Hypothetical | Intermediate Low i
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SMS / RISK ASSESSMENT SUPPORTED BY A ROSEN
DATA-DRIVEN INTEGRITY MANAGEMENT PLATFORM empowered by technology

Risk Treatment (AS/NZS 2885.6, sec. 3.6) ECTION 3 o AN GEMENT

3.1 BASIS OF SECTION

° Appropriate riSk treatment aCtiOn(S) Sha” be assessed . The SAFETY MANAGEMENT PROCESS consists of the following:

+ What-if analyses assess the sensitivity of changing threat sources, threat control
measures &/or severity dimensions values at areas of interest (- enabled by data!)

+ This helps to (re-)assess risk treatment measures and the relative level of risk reduction. () High or extreme risks are not acceptable

(i)  Intermediate risks require a formal ALARP assessment including application of

Geographical

Assessment Assessment Severiy Class L
£y Project Parameter Input Data Execute Results (Max Results (All ‘g‘“’“‘:‘"/ (Filtered by Add Dashboard R additional controls as necessary.
What 1) Toresis) ey Farameter) S
etameten (iii) Low or negligible risks are deemed to be ALARP.
ORIGINAL RISK MATRIX
s Assessment | 2
e 2 Catastrophic Severe Trivial
E Intermediate =
sk Assessment | S 2
oction Analyss & 3
b £ Intermedite H RISK TREATMENT ACTIONS
featSources | & g
g Risk rank Required action
et ] = Extreme | Modify the THREAT, the frequency or the consequences so that the risk rank is reduced to
S Intermediate < Intermediate or lower,
foareriey g z For an in-service pipeline, the risk shall be reduced immediately.
P g High Modify the THREAT, the frequency or the consequences so that the risk rank is reduced to
Intermediate Negligible Negligible = Intermediate or lower.
sk Assessment i @ - z
e Comtongtal SO erlicamntCron b s  H For an in-service pipeline, the risk shall be reduced as soon as possible. Risk reduction
Count Wi OIS 674 Count Wi - H should be completed within a timescale of not mere than a few weeks
(Il .,B.,S::‘ Intermediate Negligible Negligible k3 Intermediate | Repeat THREAT identification and risk evaluation processes to verify the risk estimation;
i i B determine the accuracy and uncertainty of the cstimation. Where the risk rank is confirmed
ik z 10 be jate”, where icable modify the THREAT, the frequency or the
Count Wi 3542 Y Y
I Assessment| = E consequence to reduce the risk rank to “low™ or “negligible”
sk Classification o 4 " glig
et 1.00 Where it is not reasonably practicable to reduce the risk rank to “low” or “negligible”,
500 Severity Dimension 000 action shall be taken to—
RESULTS _ORIGINAL [0 of 3,916 REDUCED VIEW] RESULTS (WHAT_IF) [0 of 3,916 REDUCED VIEW] (a) remove THREATS, reduce frequencies and/or reduce severity of consequences to the
extent practicable; and
@) [Theat Category = Bxtemal Interference v| [Find- @) [Threst Category = Extemal Interference v| [Fnd Q] () formally demonsisate ALARP (see Section 4)
Z:::;Lry' Route Name | Identifier E’:g!‘:::[“ﬁf‘“ ;’:g:‘f:[’::f"" Frequency Class  Severity Dimension | Risk Classification l’a'::‘my route s identifier  IIeeng ;’:ﬁ:‘:::[’::f"d Frequency Class | Severity Dimension  Risk Classification For an in-service pipeline, the reduction to “low” or “negligible” or demonstration of
. . = . ALARP shall be completed as saon as possible. Risk reduction or demonstration of
External Interf... 16LINOLD 150 41,532 53.726 Remote Catastrophic . External Interf... 16LINOLD 150 41,532 53.726 Remote Trivial Negligible: . ALARP should be cumplelml within a few months.
External interf... 16LINOLD 160 53.726 65931 Remote Catastrophic External Interf... 16LINOLD 160 53.726 65931 Remote Negligible:
Low Determine the management plan for the THREAT to prevent oceurrence and to monitor
Extenal Interf... 16LNOLD  RE4) 65931 78169 Remote Catastrophic External Interf... 16LNOLD  Rif} 65931 78169 Remote Negligible changes that could affect the classification.
External Interf... 16LINOLD 180 78169 90392 Remote Trivial Negligible External Interf... 16LINOLD 180 78.169 90.292 Remote Negligible: Negligible Review at the next relevant SM$ (for periodic operational review, LAND USE CHANGE
External Interf... 16LUNOLD  RED) 90392 102,133 Remote Trivial Negligible External Interf... 16LINOLD 190 90392 102,133 Remote Negligible ENCROACHMENT, or change of operating conditions).
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Risk assessment is an important factor of integrity PRI RO A A EMERT
management 9 key element Of the SMS' ;}:e:?:xl\srr\(::‘wilif;::fpkowss consists of the following:
Y (— /‘\T/‘\TT — E:; IT‘:::::i:re\:lt)i/:csa::odnf;]assiﬁcation (see Section 2).
. . MANAGEMENT | ||| |. MANAGEMENT (c) THREAT control.

(d) Failure analysis of THREATS where failure is still possible.
Moderp day mtegrl.ty management §oftware support \ % (O e syl of kit wher i sl e
gathering, processing, and integrating large data {5 ek el AR st i i
quantities in a consistent and structured way. D L e e ol o AL

Granular, location-specific risk assessments at pipe
joint resolution = more informed, realistic SMS. @

Compared to ‘traditional approaches’, integrity
management software solutions provide a single e e e ——|
interface for all SMS participants and enable y ‘

Segmentiength S30% Segment Leigth 17.70

improved decisions driven by data. e N
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